THE HIGH COURT - COURT 29
COMMERCTIAL

Case No. 2016/4809pP

THE DATA PROTECTION COMMISSIONER PLAINTIFF

and

FACEBOOK IRELAND LTD.

AND DEFENDANTS
MAXIMILLIAN SCHREMS

HEARING HEARD BEFORE BY MS. JUSTICE COSTELLO
ON WEDNESDAY, 8th MARCH 2017 - DAY 17

Gwen Malone Stenography
Services certify the
following to be a
verbatim transcript of
their stenographic notes
in the above-named
action.

GWEN MALONE STENOGRAPHY
SERVICES



APPEARANCES

For the PLAINTIFF:

Instructed by:

For the 1ST DEFENDANT:

Instructed by:

FOR THE 2ND DEFENDANT:

Instructed by:

FOR UNITED STATES OF AMERICA:

Instructed by:

FOR BSA The Software Alliance:

Instructed by:

MR. MICHAEL COLLINS SC
MR. BRIAN MURRAY SC
MS. C. DONNELLY BL

MR. DAMIEN YOUNG
PHILIP LEE SOLICITORS
7/8 WILTON TERRACE
DUBLIN 2

MR. PAUL GALLAGHER SC
MS. NIAMH HYLAND SC
MR. FRANCIS KIERAN BL

MR. RICHARD WOULFE
MASON HAYES & CURRAN
SOUTH BANK HOUSE
BARROW STREET

DUBLIN 4

MR. EOIN MCCULLOUGH SC
MR. JAMES DOHERTY SC
MR. SEAN O'SULLIVAN BL

AHERN RUDDEN QUIGLEY
5 CLARE_STREET
DUBLIN 2

MS. EILEEN BARRINGTON SC
MS. SUZANNE KINGSTON BL

MCCANN FITZGERALD
RIVERSIDE ONE
37-42 SIR JOHN
ROGERSON'S QUAY
DUBLIN 2

MR. MAURICE COLLINS SC
MS. KELLEY SMITH BL

WILLIAM FRY SOLICITORS
2 GRAND_CANAL SQUARE
DUBLIN 2



FOR DIGITAL EUROPE:

Instructed by:

FOR ELECTRONIC PRIVACY
INFORMATION CENTER:

Instructed by:

MR. MICHAEL CUSH SC
MS. NESSA CAHILL BL

A&L GOODBODY

28 NORTH WALL QUAY
NORTH WALL

DUBLIN 1

MR. COLM O'DWYER SC
MS. GRAINNE GILMORE BL

FREE LEGAL ADVICE CENTRE
13 DORSET STREET LOWER
DUBLIN 1

COPYRIGHT: Transcripts are the work of Gwen Malone
Stenography Services and they must not be photocopied or
reproduced in any manner or supplied or loaned by an
appellant to a respondent or to any other party without
written permission of Gwen Malone Stenography Services



INDEX

WITNESS

SUBMISSION BY MR. GALLAGHER

SUBMISSION BY MS. HYLAND ...



O 00 N O Uui » W N B

N N N NN NNNDNNRRRRRRRR R B
© © N O 1 & W N R O © 0 N O Ul »h WN R O

THE HEARING RESUMED AS FOLLOWS ON WEDNESDAY, 8TH MARCH

2017

MS. JUSTICE COSTELLO: Good morning.
REGISTRAR: Matter at hearing, Data Protection

commissioner -v- Facebook Ireland Ltd. and another.

SUBMISSION BY MR. GALLAGHER:

MR. GALLAGHER: Good morning, Judge. Judge, I'm going
to try and go speedily through the various issues that
I have left this morning. Before doing so, there are
just two or three clarifications from yesterday. You
asked me about the reference in the DeLong report to
the discontinued programme.

MS. JUSTICE COSTELLO: Mm hmm.

MR. GALLAGHER: And I confirmed it was a different
programme that had been discontinued back in 2011. It
wasn't a programme under Section 702, it was under some
other provision of the FISA Act, but it was
discontinued then.

MS. JUSTICE COSTELLO: Hmm.

MR. GALLAGHER: The second, the analogy to the American
football pitch, he corrected me and said he had
actually changed his analogy so we would understand it
better, to a soccer pitch.

MS. JUSTICE COSTELLO: we are talking about the
circles, but the corners?

MR. GALLAGHER: About the circles, yes. Judge, on page
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131 of yesterday's transcript, I was opening page 35 of
the PCLOB report which said: "unlike PRISM
collections, raw Upstream collection is not rooted to
CIA or FBI and therefore it resides only in NSA systems
where it is subject to the NSA's minimisation

procedures. "

And I said I thought that had changed. I was confusing
a change that arose in relation to the 12333 that is
mentioned in the expert reports, that hasn't changed.
So the position --

MS. JUSTICE COSTELLO: which one hasn't changed, so
I get it straight.

MR. GALLAGHER: Sorry, the Upstream explanation 1in
page 35.

MS. JUSTICE COSTELLO: That remains as 1is?

MR. GALLAGHER: That remains as is. Sorry for that
Tack of clarity.

Judge, I have dealt at some length with the national
security position and I just want to perhaps draw the
threads together. Wwe also have prepared a response to
the speaking note of the DPC in relation to that which
we will hand in (SAME HANDED TO THE COURT). I'm not
going to go through that, but it summarises the points

we want to make.

Judge, in essence our position with regard to national

security, the primary position is that it's outside the
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scope of the Treaty and the Charter and therefore an

analysis or an assessment of the processing conducted

by the national security agencies of a foreign state,

in this case the US, is not subject to assessment by

reference to either. That is our primary position on

the basis of the section of the Treaty and the Charter

that I have identified and of course also the

Directive.

That approach, however, has not been adopted, as you

know, in Schrems and by the Commission in the Privacy

Shield in the sense that they have had some scrutiny of

that processing by reference to the Charter. For the

sake of the argument before you, we're adopting or

accepting that position for the sake of the argument,

reserving our position on the primary point if this

were to go further.

Adopting the approach then of Schrems and the

Commission, you do have regard and must have regard to

the fact that the processing is conducted in a national

security context. You must have regard to that because

the Charter rights are going to be abridged or 1limited

and national security and the associated, the foreign

affairs of the us, they are legitimate objectives and

they can in principle justify the abridgment of Charter

rights or the Timitation of Charter rights 7 and 8 and

47.
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In order for them to justify or 1in order for the
national security processing to justify an abridgment
of the rights, you have to be satisfied that they
haven't impaired the essence of those rights. For the
reasons that we have urged on the court, the essence of
the rights has not been impaired. There are
Timitations on the rights, but the essence is still

there.

There has been no finding in the Draft Decision that
the essence of the rights has been impaired. 1Indeed,
the finding in paragraph 44 that there are remedies but
there are Timitations on the remedies is, in and of
itself, inconsistent with a finding of an impairment of
the essence of the rights. Paragraph 44 of the
decision says the data subject is not completely
without redress and a number of remedial mechanisms are
available, and you will remember that paragraph 95 of
Schrems talked about there being no possibility of
redress.

MS. JUSTICE COSTELLO: Wwhat was the paragraph number
again?

MR. GALLAGHER: 95, Judge, of Schrems.

MS. JUSTICE COSTELLO: Thank you.

MR. GALLAGHER: And in those circumstances, there's no
question of the essence of the right, that's not a case
that can now be made at this stage in an attempt to
justify the position, it's in contradiction to the

decision. And it's also of course inconsistent with
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the approach of the Commission in the Privacy Shield
which did not regard the essence of the rights being
impaired and accordingly felt justified in applying the
analysis that Article 52 of the Charter envisages,
which I have called the strictly necessary analysis for
short, but Article 52(1), as I indicated to you

yesterday, says:

"The Timitation must be provided for by law or respect
the essence of the rights, be proportionate, be
necessary and be carried out to genuinely meet
objectives of general interest or the rights of

freedoms of others."

It's not obviously just confined to national
surveillance, but that is the subject of the Draft
Decision and that's what's relevant here. The Draft
Decision is premised entirely on national surveillance.
But Taw enforcement generally can do it and other
considerations of general interest of the type that

have been identified in the cases.

That's the analysis carried out by the Commission and
it says it meets the requirements of Article 52 and
that the limitations on those rights are strictly
necessary. So, as I say, adopting that approach for
the sake of the argument in this court and recognising
the reality that this court is not going to differ from
Schrems, the approach in Schrems, we say that the

Gwen Malone Stenography Services Ltd.
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failure to take account of the fact that it's within
the sphere of national surveillance, to carry out the
required assessment wholly invalidates the provisional
conclusion which is done by reference to a freestanding
abstract Article 47 right without recognising these

factors at all.

It is also faulty or 1it's defective because it doesn't
carry out the holistic analysis that is carried out by
the Commission that's envisaged by Article 25,
envisaged by paragraph 75 in Schrems - yes, 75 in
Schrems - and it is an incorrect approach. It also
fails to take account of the necessary balancing of
rights. And, as the court will be familiar from our
own constitution and tradition, rights are not
absolute, they are always subject to limitation. And
of course there are pre-eminent rights that are at
stake here in terms of the national surveillance
activities, the right to Tife, the right to security,
all Charter rights recognised, ultimately the right to
do business which 1is an important right and the
fundamental raison d'étre of the original Community and
the continuing raison d'étre of the European Union, the

right to conduct trade.

A right that needs to be balanced, as will be
recognised in the decision involving the European Data
Protection Supervisor that I will be referring to Tlater

in the context of Article 25 and 26, an explicit

10
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recognition by the European court that the supervisor,
as it is called in that case, must balance and take

into account that element of trade.

So the analysis is entirely wrong. Even starting from
the premise, which the DPC would ask you to start from,
there's been a failure to follow through the type of
analysis that's required by the Charter and that's

fundamentally defective.

I did draw attention yesterday that, in the Digital
Rights case and indeed in the Tlater watson case, that
the court did not regard the essence of the right being
impaired, even though the Directive required the
retention of all traffic data, and I stress the "all",
concerning fixed telephony, mobile telephony, internet
access, internet e-mail and internet telephony,

quoting:

"It therefore applied to all - and I supervise 'all' -
means of electronic communication, the use of which is
very widespread, and of growing importance in people's
everyday lives. Further, in accordance with Article 3
of Directive 2006/24, the Directive covers all
subscribers and registered users. It therefore entails
an interference with the fundamental rights of

practically the entire European population.”

Paragraph 56 of watson. And paragraph 57:

11
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"In this respect it must be noted that Directive

2006/24 covers in a generalised manner all persons and

all means of electronic communication as well as all

traffic data without any differentiation, limitation or

exception being made in the light of the objective of

fighting against serious crime."

That was not held to destroy or impair the essence of

the right. And of course, in considering that issue

here, if you get to it, and I suggest you can't get to

it because there has been no such finding by the DPC,

but, if you thought it was necessary to consider it,

those statements are of vital importance; but so also

is the detailed analysis that I referred the court to

yesterday as to the limitations and safeguards within

the system and the fact that discriminants are used in

targeting and that only a fraction of the

communications are captured.

Those are very important, not only in the assessment of

the validity of the Timitations and in any assessment

of proportionality, but they are

importance 1in seeing whether the

also of vital

type of all embracing

interference with data, admittedly to the extent of

retention of the data, is of such a nature as to impair

the right. I do acknowledge of course that in Watson

and in Digital Rights it was the

metadata rather than

the contents that was retained, but it was emphasised

that that was very significant.

12
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evidence that in this case, while there is examination
of content, it is done in the controlled and targeted
way and Timited way that is set out in detail, both in
the PCLOB report, and perhaps in very great detail and
by way of a practical explanation of the practice which
Schrems requires the court to Took at, or anybody
carrying out an adequacy assessment, in Mr. DeLong's

report.

It is important to stress the simple and obvious point
that Mr. DeLong's evidence, Prof. Clarke's evidence,
Herr Ratzel's evidence, none of that has been
challenged in the slightest, but Mr. DeLong is in the
unique position of being able to talk to what actually
happens. And it is of course very significant that
such evidence is before the court, directly from
somebody who was involved, to correct the mistaken
assumptions that underlay Schrems and to put before the
court in a very transparent and complete way all of the
relevant information that is unambiguously required by
the case law and the emphasis as to how it operates 1in
practice, the type of evidence that was missing from

all of the cases, Digital Rights, watson and everything

else, and a measure obviously of how significant
Facebook regard these proceedings and the importance of

putting before the court a complete record.

That then, as I say, is the strictly necessary analysis

which we say holds good and that in any event the court

13
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is bound by the decision. And there is just one or two
documents I want to briefly refer to in this context.
Judge, the GDPR, which 1is the regulation that

I referred to the other day.

MS. JUSTICE COSTELLO: That's the one coming in next
year?

MR. GALLAGHER: Exactly, in a ham-fisted way, referring
to it as a directive, but I'm glad to say that it's a
regulation that you will find in that first book in
divide 11 of the material. I don't want to overload
the court with detail, but merely to make one --

MS. JUSTICE COSTELLO: I think that boat sailed.

MR. GALLAGHER: Sorry?

MS. JUSTICE COSTELLO: I think that boat sailed.

MR. GALLAGHER: I was just going to say it was a bit
Tate to express that regret, but it is genuine and it
has been there since the beginning, it's not an
afterthought. But I am perhaps even more conscious as

time goes on.

There are just two matters, Judge, and, if you go to
Article 2, just a simple point, it's on page 32. Just
the material scope of this new regulation. You will

see:

"1. The Regulation applies to the processing of
personal data wholly or partly by automated means and
to the processing other than by automated means of

personal data which form part of a filing system or

14
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intended to form part of a filing system.

2. This Regulation does not apply (a) in the course of
an activity which falls outside the scope of Union

n

Tlaw.

So the exception is still recognised and the European
Parliament case shows that the processing in the US is
outside the scope of Union law, the act of transfer is
not and the DPC's speaking note seek to confuse the
two. They emphasise the transfer, which we have always
accepted has to be governed by EU law, but they seek to
ask the court to ignore entirely that the processing,
which is of concern to the DPC, 1is a processing by the
national security, it is that processing that is
outside the scope of European law and it is that which
dictates at the very least a strictly necessary
analysis, even if one accepts, as we do, for the
purpose of the argument that some analysis by reference

to the Charter 1is required.

There is also some attempt, with the greatest of
respect, to confuse matters further by suggesting that,
if data is being shared by the uS, which it is as you
know in the uncontradicted evidence, that it's being
shared by the uUnion under the common foreign and
security policy provisions of the uUnion. That's wrong
in the evidence. 1It's clear from Mr. DeLong and

Prof. Clarke that it's shared with individual Member

15
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States. But I draw attention to paragraph 2(b) which
in any event makes it clear that the Regulation does

not extend to Member States when:

"Carrying out activities which fall within the scope of

Chapter 2 of Title v of the TEU."

Those are the specific provisions on the common foreign

and security policy that are now part of the European
Treaties, and a fundamental part of them. So even if
that were so, it is excluded.

MS. JUSTICE COSTELLO: I just want to get clear in my
head. You were talking about the, obviously there is
two types of data processing, I think it's agreed by
anybody.

MR. GALLAGHER: Yes.

MS. JUSTICE COSTELLO: There's the transfer from
Facebook Ireland to Facebook Inc., were you accepting
that that's not in the context of national security?
It's the potential processing of personal data of EU
citizens when Facebook Inc. is 1in receipt of it.

MR. GALLAGHER: Absolutely.

MS. JUSTICE COSTELLO: That you are arguing is governed

by the national security?

MR. GALLAGHER: Absolutely, Judge.

MS. JUSTICE COSTELLO: I just want to get that clear.
MR. GALLAGHER: Yes. And we did make, and it's
something that I did want to emphasise again. we did

say it in our submissions. We couldn't obviously say

16
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anything other than all, and our whole case 1is
premised, all the evidence of Prof. Meltzer 1is this
data is transferred for economic reasons, trade
reasons, and nobody could contend that, in the Tight of
Article 25 and 26, that the fact of processing of
making it available is not caught by the Directive.

MS. JUSTICE COSTELLO: Mm hmm.

MR. GALLAGHER: But what is critical and what 1is elided
in the DPC's submissions 1is that the objection is not
taken per se to a transfer to Facebook Inc. in the Uus,
the objection is taken because of the separate
susceptibility to processing by the national security
agencies in the uUnited States. It is that separate
processing that is outside the scope of the Treaty.

The European Parliament makes that clear, specifically
deals with it in the context of security processing,

and in any event the wording of the Treaty.

So, therefore, if you are looking at the intrusions 1in
the rights, you must lTook at it in the context that
you're not dealing with intrusions in the private
sphere, there's no complaint that the private law
doesn't restraint private actors from abusing, if I can
use that term, the data. 1It's that the public Taw
governing the state doesn't specifically provide
remedies. But you cannot look at that in the abstract
by reference to Article 47, you have to take account
that that 1is national security which inevitably

involves an abridgment of Charter rights, so that is

17
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the very important and fundamental distinction.

The last document that I want to refer you to in this
context, having I am afraid found it struggling
yesterday, it's in my fourth book of the EU agreed
materials, it's divide 61 which I think is of more
relevance -- oh, no, it's not. I have made the same
mistake. 3Just one second, I do have it today. 1It's
53, I think, sorry. This is getting a bit too much.

Yes, 53, sorry.

It is the same book - well, sorry, for me it's the same
book, I'm sure it's not for you.

MS. JUSTICE COSTELLO: Oh it is, sorry.

MR. GALLAGHER: There is a reference to the Council of
Europe - Prof. Swire talks about it - report, but you
haven't actually been asked to look at it. I do want

to ask you to look at it briefly.

If you'd be kind enough to just go to the first page,
you will see it's: "Democratic and effective oversight
of national security services of council of Europe

members. "

And if you go to page 7, "National Practices in Council
of Europe Member States', item 3. And the second

paragraph of that:

"It is emphasised that there is no Council of European

18
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of member state whose system of oversight comports with
all of the internationally or regionally recognised
principles and good practices discussed in this issue

paper."

And then: "There is no best approach to organising a
system of security service oversight. Nevertheless,
this issue paper seeks to highlight particular
approaches or practices that offer significant

advantages from a human rights perspective."

And over the page, next page, you will see under the

heading "Independent Oversight Institutions” that:

"Expert security/intelligence oversight institutions
play an increasingly prominent role in the supervision
of security services. This issue paper adopts the view
that they are fundamental to enhancing the efficacy of

oversight and improving human rights."

So oversight is critical. Then the "Judicial Bodies":

"Judicial bodies are primarily discussed with reference
to the authorisation of intrusive surveillance
measures. Attention is drawn to the fact that very few
states require judicial authorisation for bulk
surveillance measures, access to communications data or

the use of computer network exploitation."

19
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And it says: "This area of law lags behind

developments in surveillance measures."

And at the bottom, "Internal Controls": "Although the
internal controls within security services are not a
focus of this issue paper, it is essential to note that
it is individual members of security services that play
the most significant role in ensuring the security
service i1s human rights compliant and accountable.
External oversight can achieve Tlittle if the security
services do not have an internal culture and members of

staff that respect human rights."

And the evidence you have on that comes from Mr. DeLong
but also from Prof. Swire who carried out the
classified review and confirmed he believed it and the
PCLOB report that I referred you to yesterday, the
sections where they didn't believe that there was --
sorry, the section quoted in Mr. DeLong's report where
they didn't believe that there was deliberate evasion
of controls.

MS. JUSTICE COSTELLO: And this is a 2015 document?

MR. GALLAGHER: This is a 2015 document. Those are
very important, those are things that some witnesses
sought to dismiss, but they clearly are critical.

Mr. DeLong identified in great detail the extent of the
compliance culture, the sanctions for people if they
don't comply with it. Of course in that context you

saw that the FISC rules, that I drew your attention to

20
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yesterday, Rule 13, noted in the Adequacy Decision
requires the NSA to disclose to FISC any non-compliance
that is identified. There are now reports of
non-compliance incidents, as Mr. DeLong explained.

MS. JUSTICE COSTELLO: I forgot to ask, what happens,
does the FISC court then review the orders or what does
it do?

MR. GALLAGHER: The FISC court then reviews, and
obviously it can review the authorisation. It can
identify whether the directives are being compliant
with the authorisation and, as you saw, the FISC court
ultimately can direct, as it did in the 2011 Bates
opinion, to direct that a programme be discontinued.

So those are very significant powers. Of course it is
secret in the sense that it's not open to the public.
It would be astounding and contrary to the whole

purpose if it were.

But, on any assessment, the extent of the transparency
between the court and now the reports that are
published with regard to targeting procedures,
compliance, oversight, there's been no suggestion that
anybody else does better than that, and that goes as
far as can consistently be gone in protecting the

efficacy of the surveillance.

And of course the court will realise that, contrary to
seriou7s crime, which has its own problems, and

organised crimes as Prof. Clarke explained, you are

21
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dealing with very sophisticated state actors, hostile
countries with enormous IT ability, that even
information that ordinary people might regard as not
very disclosing of intelligence methods would be of
immense value to them in undermining the effect of
these programmes and in carrying out their own

objectives.

So you are dealing in an area that is completely
different from the enforcement of crime where,
notwithstanding the sophistication of the organised
gangs, it doesn't even approach what hostile states or
terrorist groupings can marshal in terms of the ability
to do damage in the form of the hostile actor described

by Prof. Swire.

on page 32 you'll find at the bottom of the page:

"The court has long recognised that the concept of
effective remedy cannot carry the same meaning in the
context of secret intrusive measures because the
efficacy of such measures depends upon their remaining
secret. In view of this, the Court has accepted that,
as long as secret surveillance measures are either
ongoing or cannot be revealed to the subject for other
legitimate reasons, remedies need only be as effective
as they can be given the circumstances. However, the
Court has held that the fact that a person cannot be

informed as to whether or not they are under
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surveillance or have been under surveillance should not
preclude them from being able to raise a complaint with
an oversight body. Such a body should be able to
conduct investigations to ensure that any measures are
being used in accordance with the law, without
informing the complainant one way or the other. Once
measures are known to the subject, as a result of a
legal requirement to notify him/her, or they are
otherwise revealed, he or she must have recourse to a

body that can provide an effective remedy."

That's of course why the Ombudsperson procedure is
regarded as so important because it 1is properly

understood in the relevant context.

And then, Judge, on page 41 chapter, 4 what was in the
summary "there is no Council of Europe state', the Tlast

paragraph:

"Whose system of oversight comports with all of the
internationally or regionally recognised principles and
good practices."”

MS. JUSTICE COSTELLO: Sorry, I missed the page.

MR. GALLAGHER: Sorry, 41.

MS. JUSTICE COSTELLO: 41, thank you.

MR. GALLAGHER: And the last paragraph.

MS. JUSTICE COSTELLO: Yes.

MR. GALLAGHER: "Equally it must be emphasised that

there is no one best approach to organising a system of
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security service oversight. Diverse constitutional
arrangements, legal and political systems, and
historical contexts necessitate a range of approaches
within the Council of Europe area. Accordingly,
caution should be exercised when considering any
wholesale importation or copying of examples from other
states. There is, however, no doubt that there are
models or practices that can be regarded as more

effective. "

And those examples are discussed.

If you go to page 46 at the bottom you'll see that they
deal with the oversight committees in the form of
parliamentary committees. And, at the top of page 47,
it says, in the first 1ine, first sentence, complete
sentence: '"Beyond these committees with niche
mandates, many parliaments have other committees whose

remits cover aspects of service policy or activity."

So that's a recognised form of oversight. Judicial

bodies are dealt with on page 52 and it says:

"Although the courts may scrutinise and adjudicate on
the action and output of security services in many
contexts, this section will focus on the role of

judicial bodies in authorising intrusive surveillance."

And then you see "Complaints Against Security
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Services":

"Regarding claims against security surveillance, most
Council of Europe states offer the theoretical
possibility of an individual bringing an action to seek
a remedy. Bringing an action may be more
straightforward when a person wishes to challenge an
arrest, interrogation or detention. However, as
mentioned, there are often significant obstacles to
litigating against service services. Using the courts
to challenge security service surveillance or data use
1S even more complex because, in most cases, an
individual will not find out about such infringements

of their rights."”

And they quote the venice Commission, and you remember

Prof. Swire quoted that.

"Challenges are only likely to be brought if an
individual finds out about such measures through some
form of notification requirement, by accident, from a
whistleblower or through some other legal proceedings.
There are sometimes explicit restrictions on persons
seeking to challenge secret surveillance in ordinary
courts before they have been notified of their having

been targeted.

The UK has created a special body."
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And that's the Investigatory Powers Tribunal. And over

the page at the first paragraph:

"Although the types of measures requiring external

authorisation vary, they commonly include the targeted

interception of communications (where the

person/organisation whose communications are to be

intercepted is known at the outset), search and seizure

of property and the installation of recording devices

in dwellings. By contrast, in most states judicial

authorisation is not, for example, required for

information collection using human sources, untargeted

bulk surveillance, computer network exploitation,

searching pre-existing data banks."

Now on any version that report of the Council of Europe

States has to be, even if the comparator is not the

Member States, it ha